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Privacy Policy of InvEU 
 
The privacy of our employees and our customers has always been important to us.  
We want you as a registered user to feel that your personal information is handled safely. 
The aim of this document is to inform you about how we collect and process your personal 
data, for what purposes we collect data, and for how long the data are saved. We also want 
to inform you about your rights and how to exercise them. 
 
Personal data controller 
 
Frilans Finans Sverige AB (hereinafter “Frilans Finans”, “we”), corporate identity number 
556802-1199, is the controller of the personal data processed within the group., including the 
companies within InvEu Frilans Finans determines the purpose of the processing and the 
way in which processing is conducted. 
 
Contact information of the personal data controller and the data protection officer can be 
found at the end of this privacy policy.  
 
What are personal data, and what does the processing of personal data imply? 
 
Personal data refers to any information that directly or indirectly relates to a living individual. 
Examples of personal data are names, social security numbers, e-mail addresses, phone 
numbers, pictures and IP numbers. Processing of personal data refers to any operations 
performed on personal data, such as collection, registration, storage, transfer and deletion. 
 
What personal data do we process? 
 
InvEu processes many different personal data, the type of which depends on the nature of 
our relationship.  
 
Umbrella employees: 
If you are an umbrella employee at InvEu, i. e. if you have been offered a general temporary 
employment with us by using our services for invoicing without having your own company, 
we process the personal data that are traditionally processed in the context of an 
employment. This includes, for example, name, social security number, address, e-mail 
address, phone number, bank account number, credit statement, expense receipts, training 
certificates and correspondence. The processing is necessary in order to enable us to 
employ you and exercise our legal obligations as an employer, in order to fulfil the contract 
with the customer who made use of your services, in order to manage client support matters 
regarding you and your customer (customer service), in order to fulfil our legal obligations 
towards different authorities and in order to market our services to you. 
 
Customers and suppliers: 
If you are our customer because one of our umbrella employee has performed a task for you, 
or if you are one of our suppliers, we will, for example, process your name, social security 
number, address, e-mail address, telephone number and correspondence. We process these 
personal data in order to fulfil our contract with you, in order to fulfil our legal obligations, and 



in order to be able to assert our legal interests and the legal interests of our umbrella 
employee. 
 
Others: 
We process information about people who do not yet have a contractual relationship with us. 
For example, it could be people who contact our client support department (customer 
service) or who are interested in our services and therefore create an account on our website 
to explore the logged-in mode. In those cases, we process, for example, name and social 
security number, e-mail address and other information that the person chooses to enter in 
logged-in mode or via e-mail and chat to our customer service. The processing is carried out 
in order to satisfy our legitimate interest in being able to offer a good customer service and 
onboarding experience, as well as to be able to direct marketing and communication to 
people who have shown interest in our services by contacting us or registering on our 
website. 
 
How and from which sources are the data collected? 
 
We collect your data when you register on our website and create an invoice. We collect the 
information that you enter into the system yourself. That can be, for example, your name, 
social security number, address, e-mail address and professional title. If you are employed 
with one of our contract customers, we collect the corresponding information directly from the 
customer. As your employment with us continues, additional information about you will be 
generated in our system, such as your salary specifications, your employment number and 
your control details. We also collect information about you when you contact us regarding 
matters relating to your employment with us, such as your correspondence, sick notes, 
training certificates, etc. 
 
In addition to the information you provide us with, or that we collect when you use our 
services or communicate with us, we may also collect information from a so-called third 
party. The data we collect from third parties are, for example, credit information from credit 
rating agencies and address data from public records. 
We also collect your information by using cookies on our websites. 
 
What do we use the data for? 
 
A corresponding current legislation, a so-called legal basis, is required in order to allow us to 
process your personal information.  
 
For our processing of personal data to be legal, at least one of the following requirements 
needs to be met: 

- The processing is necessary in order for us to fulfil the contract we have entered into 
with you. 

- The processing is necessary in order for us to fulfil a legal obligation. 
- The processing is necessary to meet the legitimate interests of Frilans Finans, and 

your interest in privacy protection does not override ours (a so-called “balance of 
interests”). 

  
Who may we share your personal data with? 
 
In some cases we may share your personal data with other legal entities.  
Companies within the same corporate group as Frilans Finans and InvEu 
As we have certain group-wide functions within our group, we may share your personal data 
with other companies within the group.  
 
Other legal entities who are independent personal data controllers 



We share your personal data with other independent personal data controllers, that is, with 
companies or authorities that independently decide on how to process the information 
provided to them. When personal data are shared with other independent personal data 
controllers, their respective privacy policies and procedures apply. 
 
The independent personal data controllers we may share your personal data with are: 
Government authorities, such as the Tax Agency, the Enforcement Authority , the Social 
Insurance Agency, the police and the Work Environment Authority, if we are required to by 
law, in order to fulfil our employer responsibilities, or whenever there is suspicion of a crime. 
Companies or other legal entities that you as an umbrella employee have performed tasks 
for, in order to fulfil our employment contract with you and our contract with the customer.  
 
Personal Data Processors 
In order to be able to offer our services and fulfil our obligations according to the contract 
entered into with you, we will share some of your personal data with companies that support 
us with marketing, IT solutions, debt collection matters, etc. These companies are personal 
data processors, and we sign an agreement with them to ensure that they only process your 
information according to our instructions and for the purpose they were collected for.  
Third country suppliers 
We always strive to retain the data we process within the EU/EEA region. However, some of 
our suppliers operate outside this area, in a so-called third country. If we transfer your 
personal data to third countries, we take appropriate safeguards to ensure that the level of 
protection is the same as within the EU/EEA region. Examples of such safeguards are an 
approved code of conduct in the destination country, standard contract clauses and binding 
internal company rules.  

 
How long do we keep your personal data for? 
 
We keep your personal data for as long as it is necessary to fulfil the purpose for which the 
data was collected. The data we collect and which is generated when you use our services 
are processed for different purposes, therefore they are also kept for different time periods, 
depending on what they are used for, and depending on our legal obligations. They could, for 
example, be kept as long as is necessary for us to fulfil our employer responsibility towards 
you, to handle complaints from your customer, or as long as necessary in order to comply 
with certain statutory retention times relating to, for example, accounting. Frilans Finans has 
introduced routines according to which we regularly clear such personal data that no longer 
fulfils its purpose. 
 
How do we protect your personal data? 
 
We take appropriate technical and organisational security measures to ensure that all 
information we process is protected from unlawful or unauthorized access, but also from 
loss, destruction or other damages. Only the administrators who have the authorisation to 
access our systems have access to your personal data, and their handling of the information 
is strictly regulated by internal policies. 
 
Your rights as registered user  
 
As a registered user, current legislation bestows you with a number of rights linked to our 
processing of your personal data. Below please find your rights as well as their implications. 
At the end of the document you can find our contact information. Please contact us if you 
wish to exercise your rights. 



We will process your request without unnecessary delay and usually within one month. 
Please note that we may need additional information from you to verify your identity and 
make sure that the request comes from the right person. 
 
Right of access (registry extract) 
You have the right to request information about which of your personal data we process by 
means of a so-called registry extract. Requests for registry extracts must be made in writing, 
be signed by you and posted to the address indicated at the end of this document. The 
registry extract will be sent to the address indicated in the population registration 
(folkbokföringsadress). 
 
Right to rectification 
If the personal data linked to you are inaccurate, you have the right to request a rectification. 
You also have the right to have incomplete personal data completed that are relevant to the 
purpose of the processing. You also have the option of updating your data on our website 
when you are logged in. 
 
Right to erasure 
You have the right to request that your personal data be erased. There are some cases in 
which personal data must be erased: 
If the data are no longer required for the purposes for which they were collected; 
If processing is based solely on consent and the consent is revoked by you; 
If personal data are processed for direct marketing purposes, and you object to such 
processing of personal data; 
If you oppose data processing that takes place with the balance of interests as a legal basis 
and there are no legitimate reasons that override your interest; 
If personal data are processed in violation of current legislation; 
If erasure is required to comply with a legal obligation; 
If personal data have been collected for a child under the age of 13 who you have parent 
responsibility for, and the data have been collected in relation to the offer of information 
society services. 
 
There may be legal obligations that prevent us from erasing certain personal data. These 
obligations may stem from, for example, accounting, tax or consumer law. It may also be the 
case that the processing is necessary for the establishment, exercise or defence of legal 
claims.  
 
Right to restriction of processing 
You may, in some cases, request that the personal data processing by us be restricted. This 
means that personal data are marked to be used for specific limited purposes only. 
The right to restriction applies, for example, if you have requested a rectification of your 
personal data. In these cases, you may also request that our processing of personal data be 
restricted during the investigation of the accuracy of personal data. You may also exercise 
this right if you object to processing conducted with the legal basis provided by a balance of 
interests, and you want the processing to be restricted during the investigation of whose 
legitimate interest is overriding. 
 
Right to object 
You have the right to object to us processing personal data based on the balance of 
interests. In case of such an objection, we may continue processing only if we can 
demonstrate compelling legitimate grounds for the processing of personal data which 
override your interests. We may also continue to process the data for the establishment, 
exercise or defence of legal claims. 
Where personal data are processed for direct marketing purposes, you shall have the right to 
object to the processing at any time. Direct marketing refers to all types of outreach 



marketing measures, such as mail, e-mail and text message. If you object to direct 
marketing, we will discontinue processing of your personal data for that purpose.  
 
Right to data portability 
If you have provided us with personal data, you may, under certain conditions, have the right 
to receive and use these personal data with another personal data controller. In order for you 
to exercise this right to data portability, the request must relate to such data that you have 
provided us with, and which we process with your consent or for the fulfilment of a contract. 
Thus, the right to data portability does not apply to personal data processed on the grounds 
of a balance of interest or a legal obligation.  
 
Complaints 
If you believe that your personal data are processed in violation of current legislation, you 
have the right to lodge a complaint with Frilans Finans or the Swedish Data Protection 
Authority. 
 
Changes to Privacy Policy 
 
Frilans Finans reserves the right to change and update the privacy policy as necessary. The 
latest version of the Privacy Policy will always be published on our website. In the case of 
changes that are of vital importance to our processing of personal data, you as an umbrella 
employee will be informed by e-mail in good time before the update enters into force. 
 
Cookies 
 
A cookie is a small text file consisting of letters and numbers that is stored on your browser 
or device when you visit our website www.frilansfinans.se. Cookies are used to improve your 
user experience and to analyse the ways in which you use our service. We also use cookies 
to target our marketing activities. 
To learn more about cookies and how we use them, you can find more information on our 
website www.frilansfinans.se and on the Post and Telecom Authority website at www.pts.se. 
On our website, you can set which of Frilans Finans’ cookies you want to be used on your 
computer. You can also make personal settings in your browser. 
 
Contact information for personal data controller and data protection officer 
 
Personal data controller: 
Frilans Finans Sverige AB 
Dag Hammarskjölds väg 13 
752 37 Uppsala 
Corporate identity number: 556802–1199 
Phone number: +46 771–151000 
E-mail address: info@frilansfinans.se 
Data protection officer: 
Our data protection officer (DPO) monitors that we comply with current legislation and that 
we process your personal data accurately. If you would like to contact our data protection 
officer, please email dpo@frilansfinans.se 
 

https://frilansfinans.se/
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